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General guarantees 

The EU Regulation 2016/679 “General Data Protection Regulation Personal” (GDPR), the Legislative 
Decree 196/2003 “Code regarding the protection of personal data” and the related Annex A.4. 
RISIS Grant Agreement according to the general law in the ARTICLE 34 — ETHICS AND RESEARCH 
INTEGRITY establish the right of every person to the protection of the data of personal character that 
concern you. Pursuant to the aforementioned legislation, the processing of Your personal data from 
the researchers involved in the research activity of the European project (Horizon2020 contract n. 
824091) RISIS2 - European Research Infrastructure for Science, technology, and Innovation policy 
Studies will be based on compliance with the principles set out in art. 5 of the GDPR and, in particular, 
a those of lawfulness, correctness, transparency, relevance and not excess and in order to guarantee 
adequate security of personal data. 
 

Ownership of data processing 

The data controller of the Survey data is the RISIS2 Consortium in the name of its legal representative 
as coordinator of the project Philippe Laredo, Université Gustave Eiffel. 

Categories of collected data 

The survey detects common personal data. Information is required on RISIS activities experience in the 
period 2018-2020 (first two year of the project) and concerning uses and needs related to RISIS 
resources and dissemination and training activities. 

Purpose of the processing 

All collected data are processed exclusively for scientific research purposes, in order to achieve the 
objectives of monitoring the impact of RISIS activities on its community of users and stakeholders as 
established in the Grant Agreement.  
The study will monitor users’ views and needs through an on-line survey on activities developed 
(training, access, workshops, conferences special sessions, communication events).  
The study is interested in understanding four main dimensions of RISIS views and needs by users’ 
community: uses/engagement, attractiveness, support, value in the users’ perspectives. 
The collection of data requested from interested parties is indispensable for achieving the objectives 
of the Survey. 

Consent 

Participation in the Survey is entirely voluntary and any refusal to participate will have no implication. 
The legal basis for data processing is the consent provided by the interested party at the beginning 
of the questionnaire. 

Anonymity 

The data collected will be processed in ways that make them unidentifiable interested parties, through 
processes of separation of contact data and pseudonymisation with application of random 
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alphanumeric or anonymization codes. The personal data collected does not will be used for profiling, 
promotion or in support of measures or decisions regarding specific natural persons. 

Composition of the list of respondents 

The list is composed by RISIS users’ community which is the object of the investigation. An email will be 
sent to each interviewee to the address they used to register on RISIS platforms with an invitation to 
participate in the survey. The address list was collected from RISIS registration forms and platforms in 
compliance with the GDPR policy (https://www.risis2.eu/legal-information-and-disclaimer/). 
 

Third party services and cookie policy 

The survey is hosted on the CNR Survey platform (https://survey.cnr.it/). For information on the policy 
relating to the management of the data necessary for use platform and cookies, follow the link 
https://survey.cnr.it/policy/index.html. 

Data retention and security 

The collected data will be kept, for only scientific research purposes, for the time necessary to carry 
out the purposes of the Survey (indicatively five years), after which they will be cancelled. All data 
remains available for use only of the Data Controller, who controls and manages them under his 
responsibility. Security in data management will be guaranteed by controlled accesses authorized by 
the Data Controller. Security measures are observed to prevent data loss, uses illegal or incorrect and 
unauthorized access. 

Data processing and processing 

The data will be processed electronically for the purposes indicated above and in order to guarantee 
its confidentiality and integrity. Any processing of the data provided will be carried out ensuring the 
anonymity of the individuals concerned through the aggregation of data. The statistical results can be 
further used for subsequent treatments, but exclusively for scientific research purposes. 

Rights of the interested party 

The interested party has the right, at any time, to request the Data Controller, access, rectification, 
cancellation of your personal data or limitation or opposition to their treatment. 

Contact Person 

For more information, you can contact Dr. Serena Fabrizio, IRCrES-CNR researcher, at the address 
risis.communication@ircres.cnr.it 
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